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YOUTH OF EUROPE CONNECT TO A “RIGHT” NET
Results of Questionnaire 2
The questionnaire was completed by the students of Zrínyi Miklós Grammar School during the second week of December, 2015. The number of students participated in the survey is 100. The number of boys: 42, and that of the girls: 58. Most of the students were 15-17 year olds. Let’s see what answers they gave to the various questions.
(Dia 1) To the first statement „Ιnformation on the Internet can’t be misleading”, most of our students wrote ’False’, so generally they are aware of this problem.

(Dia 2) When the question was about the meaning of the word „flaming”, 74% could answer correctly.
(Dia 3) In case of ’grooming’, it seems more students are familiar with the term. 
(Dia 4) Understanding ’pharming’ resulted 75%, so quite a lot of students know that it is about installation of a code that redirects you to another website without your knowledge.
(Dia 5) It is strange that there was a large percentage of students who were not sure about the meaning of the term ’netiquette’, though it is obvious that it is not really about safety controls but manners of behaviour, that is how we communicate properly online.
(Dia 6) Most of the students know that a virus warning must be taken seriously and that they should act quickly.
(Dia 7) To the question: „It is OK to forward or post an e-mail message, an image, or any content?”, 65% answered „only if the author of the message has given you permission”.

(Dia 8) These figures show that our students are not sure about the risk of being caught when sending publications of malicious texts anonymously.
(Dia 9) Most of the students are aware of the danger of giving out their password even if it seems that the request comes from an Internet service provider. 
(Dia 10) The next question resulted similar percentage, so they wouldn’ t give out their phone numbers and names.
(Dia 11) Three quarters of our students would find it risky to accept a stranger’s request for friendship on Facebook. While one quarter would keep in touch with him online.
(Dia 12) „If you were asked to meet someone in person, after chatting with him/her online for a while, what would you do?” Here are the answers from the Hungarian students: 57% would tell his/her parents before going, 35% would go with a friend and 8% would go alone.
(Dia 13) The answers to the next question resulted equal percentage, so almost the same number of students would give someone their phone numbers after chatting only online.
(Dia 14) Various answers were given to the question: „What would you do if someone posted a false, slandering message about you?” 10% would simply ignore it, 32% would post a message to tell eveyone the truth, and 48% would contact the Internet Police.
(Dia 15) As you can see, most of the people wouldn’t hurt or offend anyone online because they know it is a cybercrime.
(Dia 16) Three quarters of the students would turn to an adult if they were cyberbullied but a significant part would tell only a mate, and 6% wouldn’t ask for help thinking it is embarrassing.
(Dia 17) 92 students think they would tell their parents if they were threatened online.
(Dia 18) To the question: „What would you do if your friend Jane was a victim of cyberbullying?”, a vast majority of students answered they would report the case to a helpline. But 11 % wouldn’t do anything and 6% would say it was Jane’s fault.
(Dia 19) We found the next question really interesting: „Does it sometimes happen that you say something online that you wouldn’t say to someone’s face?” 85% think they would never do such a thing.
(Dia 20) 94% of the students are aware of the importance of creating a strong password using a mix of alphabetical and numeric characters.
(Dia 21) And finally, let’s check the table about the use of privacy and safety settings on the social network sites.

	Settings
	Yes
	No

	i. Hiding your posts from incompetent people.
	75
	25

	ii. Restriction of others’ comments on your wall.
	33
	67

	iii. Hiding the content of your wall from incompetent people.
	62
	38

	iv. Hiding the content of your profile from incompetent people (personal data, photos, videos).
	67
	33

	v. Restriction of tags in photos.
	35
	75

	vi. Full restriction of people.
	54
	65

	vii.  Strong password (contains small and capital letters and numbers as well).
	44
	67


Thank you for your kind attention.
